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Abstract 

Non-cash payment transactions that utilize QRIS is one of the latest developments in transaction methods 
in Indonesia. The level of financial literacy in Indonesia is still very low, causing more risks to QRIS 
users. Causing the risk of QRIS users to increase. For this reason, it is necessary legal protection of users 
is a very important aspect for the implementation of safe and conducive transactions. safe and conducive 
transactions. This research will analyze how legal protection for QRIS users and the form and process of 
bank supervision in QRIS transactions. The results showed that Government Regulation No. 82 of 2012 
concerning the Implementation of Electronic Systems and Transactions and Law No. 27 of 2022 
concerning the protection of personal data are forms of legal protection for QRIS users. The research 
method used The research method used is normative legal research method. 
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Abstrak 

Transaksi pembayaran non tunai yang memanfaatkan QRIS merupakan salah satu 
pengembangan metode transaksi terbaru yang ada di Indonesia. Tingkat literasi keuangan yang 
ada di Indonesia masih sangat rendah menyebabkan resiko terhadap pengguna QRIS semakin 
banyak. Untuk itu dibutuhkan perlindungan hukum terhadap pengguna menjadi aspek yang 
sangat penting demi terselenggaranya transaksi yang aman dan kondusif. Pada penelitian ini 
akan menganalisis terkait bagaimana perlindungan hukum bagi pengguna QRIS serta bentuk 
dan proses pengawasan bank dalam transaksi QRIS. Hasil penelitian menunjukkan bahwa 
Peraturan Pemerintah No. 82 Tahun 2012 tentang Penyelenggaraan Sistem dan Transaksi 
Elektronik dan UU No. 27 Tahun 2022 tentang perlindungan data pribadi merupakan bentuk 
pengawasan dan perlindungan terhadap pengguna QRIS. Metode penelitian yang digunakan 
adalah metode penelitian hukum normative. 

Kata Kunci: QRIS, Hukum normative, Perlindungan Hukum 

 

A. PENDAHULUAN 

 Salah satu bidang hukum yang dipengaruhi oleh teknologi adalah dalam bisnis. 

Pengaruh dan peranan teknologi informasi secara tidak langsung telah membuat bisnis 
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berkembang pesat saat ini, karena dengan teknologi informasi sebuah perusahaan dapat 

meningkatkan kebutuhan efisiensi waktu dan biaya.1 

 Perwujudan uang elektronik diterbitkan pertama kali pada April 2007 oleh Bank 

Indonesia. Dengan kemajuan teknologi, kini bentuk dari uang elektronik tidak hanya chip based 

(chip yang di tanam pada kartu maupun media lain), melainkan juga berupa server based yaitu 

server penerbit yang menghubungkan antar media yang digunakan dalam transaksi, seperti QR 

Code. Demi mencegah kembali terjadinya duplikasi dan ketidakefisienan dalam saluran 

elektronik perbankan, Bank Indonesia melakukan standarisasi teknologi pada QR Pembayaran 

dan penyelarasan koridor peraturan. Dengan masifnya pertumbuhan perusahaan layanan QR 

Code, melalui Bank Indonesia Pemerintah menerapkan standar resmi dalam transaksi 

menggunakan QR Code melalui QRIS (Quick Response Code Indonesian Standard).2 

 QRIS merupakan standar kode QR Nasional yang digunakan untuk menyediakan 

pembayaran melalui kode QR di Indonesia. QRIS pertama kali diluncurkan pada tanggal 17 

Agustus 2019 oleh Asosiasi Sistem Pembayaran Indonesia (ASPI) dan Bank Indonesia dengan 

tujuan agar proses dalam transaksi pembayaran domestik melalui QR Code lebih cepat, mudah, 

dan aman. Dengan QRIS segala aplikasi pembayaran yang digunakan masyarakat (baik bank 

maupun nonbank) dapat diaplikasikan di seluruh merchant berlogo QRIS. Adapun selain Bank 

Indonesia sebagai pihak penerbit, dalam transaksi QRIS terdapat beberapa pihak yang terlibat, 

yaitu Lembaga Switching, Penyelenggara Jasa Sistem Pembayaran (PJSP), Pengelola National 

Merchant Repository, Merchant Aggregator, dan Pengguna.3 

Penerapan QRIS tidak lepas dari kendala dan hambatan, beberapa kendala yang dijumpai 

seperti tidak merata akses infrastruktur dan jaringan sehingga menyebabkan masyarakat yang 

tinggal di daerah dan kota kecil memiliki tingkat literasi keuangan yang rendah.4 Selain itu, 

ketidaksesuaian penyajian stiker QRIS masih sering dijumpai di toko-toko. Banyak pedagang 

(merchant) masih menyajikan stiker QRIS bersamaan dengan stiker QR dari masing-masing 

Aplikasi Pembayaran Non-tunai. 5 Dimana seharusnya pedagang cukup menampilkan atau 

menempelkan 1 (satu) stiker QR saja yaitu QRIS sebagai barcode yang digunakan untuk transaksi 

pembayaran nontunai pada macam aplikasi. Ini menandakan kurangnya pemahaman pedagang 

akan QRIS. Ancaman dari kejahatan juga tidak luput dalam transaksi ini, sebagaimana dilansir 

dari website idxchannel.com, bahwa metode pembayaran QR Code telah menjadi modus 

penipuan baru bagi para oknum tidak bertanggung jawab, berkedok pembayaran bodong. 

Dalam hukum positif Indonesia, aturan tentang pembayaran melalui QRIS yaitu menetapkan 

peraturan mengenai QRIS ini agar tidak terjadi penyalahgunaan data terhadap data pribadi 

                                                 
1
 Eka Sudarmaji, Digital Business, Cet. Ke-1, CV. Eureka Media Aksara, Purbalingga, 2022, hlm. 184 

2
 Eka Ayu Purnama Lestari, Kajian Perlindungan E-Payment Berbasis Qr-Code Dalam E- Commerce, Jurnal 

Penelitian Dan Pengembangan Sains Dan Humaniora, Vol. 4, No. 1, Tahun 2020, hlm. 28-36 
3
 Bank Indonesia, QR Code Indonesian Standard (QRIS): Apa Itu QRIS?, 

https://www.bi.go.id/QRIS/default.aspx, diakses pada tanggal 2 September 2022. 
4
 Tobing, Gabriella Junita, et al., Analisis Peraturan Penggunaan QRIS Sebagai Kanal Pembayaran Pada Praktik 

UMKM Dalam Rangka Mendorong Perkembangan Ekonomi Digital, Acta Comitas: Jurnal Hukum Kenotariatan, 

Vol. 6, No. 03, Tahun 2021, https://media.neliti.com/media/publications/363419-none-c828e1fe.pdf , hlm 491-509. 
5
 Sekarsari, Katherine Amelia Dyah, C, et al., Optimalisasi Penerapan Quick Response Code Indonesia Standard 

(Qris) Pada Merchant Di Wilayah Surakarta, Jikap (Jurnal Informasi Dan Komunikasi Administrasi Perkantoran), 

Vol. 5, No. 2, Tahun 2021, https://jurnal.uns.ac.id/JIKAP/article/view/51487 , hlm. 42-57. 

http://www.bi.go.id/QRIS/default.aspx
https://media.neliti.com/media/publications/363419-none-c828e1fe.pdf
https://jurnal.uns.ac.id/JIKAP/article/view/51487
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yang telah tertera dalam UU No.27 Tahun 2022 tentang Perlindungan Data Pribadi. Selain itu 

juga didukung dengan Peraturan Pemerintah No. 82 Tahun 2012 tentang Penyelenggaraan 

Sistem dan Transaksi Elektronik.  

Atas permasalahan yang ada, posisi sebagai pengguna rentan menjadi pihak yang 

dirugikan. Karena pengguna sering kali ditempatkan ke dalam posisi yang lemah. Untuk itulah 

perlindungan terhadap pengguna yang menggunakan QRIS menjadi concern penting demi 

terselenggaranya transaksi pembayaran berbasis QRIS yang aman dan kondusif. Pelaksanaan 

perlindungan hukum bagi konsumen juga berkaitan dengan kepentingan pembangunan dan 

perkembangan ekonomi, khususnya pada bidang perdagangan dan industri, dimana demi 

mengakomodir pengaruh globalisasi dan mencegah perdagangan bebas akibat kemajuan 

teknologi.6 

Implementasi penggunaan QRIS sebagai sistem pembayaran mengakibatkan 

memunculkan suatu permasalahan terutama pada subyek utama yaitu pedagang (merchant) 

yang diharuskan mampu dalam memahami dan menggunakan teknologi terutama pada 

penggunaan alat yang berbasiskan digital yang digunakan sebagai penyambung dalam 

melakukan transaksi menggunakan system pembayaran QRIS. Kemudian dari segi regulasi 

pembayaran transaksi secara non tunai saat ini hanya diatur dalam tingkatan Peraturan BI saja, 

belum ada peraturan perundangan yang mengkhusus dan komprehensif, sehingga hak nasabah 

sebagai konsumen belum mampu terpenuhi. Kemudian terhadap penyelenggara jasa sistem 

pembayaran dalam melaksanakan penggunaan QRIS dalam mendukung kelancaran sistem 

pembayaran belum adanya tindakan pengawasan, dalam hal ini BI sebagai otoritas dalam 

melakukan pengawasan belum maksimal. Nasabah sebagai konsumen yang memegang uang 

elektronik dapat sewaktu-waktu mengalami kerugian secara imateriil atau materiil apabila 

bertentangan dengan hak-hak konsumen. Dalam menggunakan transaksi non tunai sangat 

dianjurkan untuk memperhatikan teknologi yang memiliki kelemahan dalam teknis 

penggunaannya. Hal ini menyebabkan permasalahan mengenai sistem pembayaran non tunai 

mengunakan QRIS menjadi semakin kompleks sehingga menuntut perlindungan hukum 

dengan regulasi terhadap pengguna QRIS, kemudian juga menyebabkan rentannya terjadi 

penipuan yang dilakukan dalam penggunaan QRIS. 

Berdasarkan atas isu hukum yang telah diuraikan sebelumnya serta keingintahuan 

penulis terhadap permasalahan tersebut yang mendasari penelitian dan penulisan karya tulis 

ilmiah ini berjudul “Perlindungan Hukum Terhadap Pengguna QRIS (Quick Response Code 

Indonesian Standard) dalam Transaksi Pembayaran NonTunai”. 

 

B. METODE PENELITIAN 

 Adapun jenis penelitian yang digunakan di dalam penelitian ini merupakan penelitian 

hukum normatif. Dalam penelitian ini, konsep hukum digambarkan seperti apa yang termaktum 

pada peraturan perundang-undangan. Konsep hukum pada penelitian ini dipandang sebagai 

kaidah/norma yang menjadi pedoman manusia dalam bertindak. Lebih lanjut penelitian 

                                                 
6
 Yusuf Randi, Perlindungan Hukum Konsumen Terhadap Penjualan Produk Kesehatan Palsu Pada Situs Online di 

Masa Covid-19, MORALITY: Jurnal Ilmu Hukum, Vol. 8, No. 1, Tahun 2022, 

https://jurnal.upgriplk.ac.id/index.php/morality/article/view/223, hlm. 1-15. 
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hukum normatif juga dikenal sebagai penelitian hukum doktrinal. Pada penelitian ini akan 

dikaji dan di teliti berbagai aspek, teori hukum, serta peraturan perundangan yang berkenaan 

dengan masalah penelitian yang diangkat. 

Mengenai pendekatan penelitian, penulis menggunakan pendekatan peraturan 

perundang-undangan (statute approach) dalam pelaksanaan penelitian normatif ini. 

Pendekatan ini bertumpu pada beragam dasar hukum yang diteliti, yang dalam hal ini 

berkaitan dengan peraturan perundang- undangan mengenai Perlindungan Hukum Terhadap 

Pengguna QRIS dalam Transaksi Pembayaran Nontunai. 

 

C. HASIL DAN PEMBAHASAN 

1. Perlindungan hukum terhadap Pengguna QRIS Secara Preventif 

QRIS adalah standar kode QR nasional untuk memfasilitasi pembayaran digital 

melalui aplikasi uang elektronik server based, dompet digital, dan mobile banking. BI 

bersama industri menargetkan sebanyak 12 juta pelaku usaha/pedagang atau merchant 

menggunakan "Quick Response Code Indonesian Standard" (QRIS).  

Ketentuan pada Pasal 54 Ayat 2 Undang-Undang Nomor 27 Tahun 2022 tentang 

Perlindungan Data Pribadi menjelaskan mengenai keberadaan pejabat dan petugas dalam 

upaya perlindungan data pribadi yang dalam transaksi QRIS dipegang oleh PSJP. PJSP 

wajib dalam melindungi data konsumen karena terkait dengan fungsi pemrosesan data 

pribadi dalam transaksi menggunakan QRIS. PJSP harus memperhatikan kemungkinan 

resiko yang akan terjadi pada data konsumen tersebut terkait dengan pemrosesan 

transaksi pada QRIS. PJSP juga bertindak dalam mempertimbangkan transaksi, terkait 

dengan sifat transaksi, ruang lingkup penggunaan data dalam transaksi, konteks transaksi 

yang dilakukan oleh pengguna QRIS, dan tujuan pemrosesan transaksi. 

Terkait dengan resiko dalam transaksi perbankan elektronik Bank Indonesia telah 

mengatur segala sesuatu terkait dengan manajemen risiko atas penyelenggaraan 

pemrosesan transaksi pembayaran dengan efektif dan konsisten, namun tidak menutup 

kemungkinan adanya kesalahan termasuk juga dalam hal ini transaksi melalui Quick 

Response Code. Penyalahgunaan data konsumen dalam QRIS yang merupakan kejahatan 

dalam jaringan dapat ditelusuri menggunakan cara khusus dengan media komputer dan 

jaringan. Salah satu jenis cyber crime adalah serangan dunia maya atau cyber attacks yang 

merupakan jenis tindakan yang sengaja dilakukan untuk mengganggu kerahasiaan 

(confidentiality), integritas (integrity), dan ketersedian (availability) informasi. Cyber 

attack merupakan upaya mengganggu informasi yang berfokus pada alur logic system 

informasi. 

Terjadinya kasus penyadapan akibat penyalahgunaan data secara tegas dilarang 

oleh UU ITE dengan memberi larangan akses kepada data milik orang lain melalui sistem 

elektronik untuk memperoleh informasi dengan cara menerobos sistem pengaman. Selain 

itu juga secara tegas UU ITE menyatakan bahwa penyadapan (interception) adalah 

termasuk perbuatan yang dilarang kecuali dilakukan oleh pihak yang memiliki 

kewenangan untuk itu dalam rangka upaya hukum. 
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Terhadap uraian kemungkinan munculnya kasus-kasus penyalahgunaan data 

pribadi konsumen dalam melakukan transaksi digital menggunakan QRIS melahirkan 

sebuah akibat hukum sebagai bentuk respon terhadap perbuatan hukum yang terjadi. 

Bentuk akibat hukum tersebut adalah timbulnya suatu pertanggungjawaban hukum oleh 

pihak yang melakukan tindakan penyalahgunaan data. Prinsip pertanggung jawaban 

hukum yang berlaku yaitu liability based on fault yaitu bahwa pertanggungjawaban 

hukum timbul akibat adanya sebuah kesalahan. Pada bentuk pertanggungjawaban ini, 

pihak penyalahguna data wajib memberikan ganti kerugian yang timbul akibat kelalaian. 

Penderita kerugian wajib membuktikan kesalahan pihak penyalahguna data tersebut. 

Fokus utama pertanggungjawaban ini adalah pada unsur kesalahan dari pihak yang 

melakukan pelanggaran data konsumen dalam transaksi QRIS. Prinsip ini menyatakan, 

seseorang baru dapat dimintakan pertanggung jawabannya secara hukum jika ada unsur 

kesalahan yang dilakukannya.7 

Terkait perlindungan hukum yang harus diberikan kepada masyarakat dalam 

transaksi digital melalui sistem QRIS maka wajib mengacu pada perlindungan hukum 

preventif dan represif. Perlindungan hukum preventif terkait transaksi digital melalui 

sistem QRIS dilakukan dengan adanya pemahaman dan penyadaran bagi masyarakat 

terkait tata cara menggunakan sistem QRIS dalam bertransaksi termasuk dengan potensi 

ancamannya. Masyarakat juga perlu dididik untuk bagaimana cara melaporkan potensi 

adanya potensi tindak pidana sebagai implikasi sistem QRIS. Perlindungan hukum 

represif dilakukan dengan mengoptimalkan aparat penegak hukum yang ada dengan 

peningkatan kapasitas serta sarana dan prasarana. Peningkatan kapasitas dilakukan 

dengan perlunya pelatihan dan pengembangan tertentu oleh aparat penegak hukum 

supaya siap dan sigap dalam menghadapi adanya tindak pidana transaksi digital yang 

memanfaatkan sistem QRIS. Selain peningkatan kapasitas, sarana dan prasarana bagi 

aparat penegak hukum juga perlu ditingkatkan seperti adanya pemesanan alat khusus 

yang mampu melakukan deteksi dini potensi tindak pidana transaksi digital. Selain itu, 

sarana dan prasarana bagi aparat penegak hukum supaya dapat menindak tegas pelaku 

tindak pidana transaksi digital juga perlu mengacu dan melihat perkembangan terkini 

teknologi penegakan hukum di negara lain. 

 

2. Upaya Represif Terhadap Transaksi Penggunaan QRIS 

Dalam praktik transaksi non tunai, adanya penipuan melalui pembayaran dalam 

transaksi non tunai lazim disebut sebagai fraud. Fraud secara umum dipahami sebagai 

tindakan untuk menipu, membohongi, serta mengelabuhi satu pihak demi terpenuhinya 

keuntungan dari pihak lain8. Penipuan adalah perbuatan yang merugikan orang lain yang 

termasuk dalam tindak pidana. Definisi penipuan tersebut menggambarkan bahwa 

tindakan curang dapat dilakukan dalam berbagai bentuk, baik sebagai kebohongan 

maupun sebagai tindakan dengan maksud untuk mengambil keuntungan dari orang lain. 

                                                 
7
 Shidarta, 2000, Hukum Perlindungan Konsumen Indonesia, PT Grasindo, Jakarta, hlm. 59 

8
 M. Mohd Ali and N. Farhana Mohd Zaharon, 2021. “Phishing as Cyber Fraud: The Implications and Governance,” 

Hong Kong J. Soc. Sci., hlm. 57 
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Terkait adanya upaya penegakan hukum terkait sistem pembayaran non tunai melalui 

QRIS, dalam UU Perubahan ITE sejatinya tidak diatur secara spesifik mengenai penipuan 

secara digital. Hal ini dapat dilihat dari rumusan Pasal 28 ayat (1) juncto Pasal 45A ayat (1) 

UU Perubahan ITE yang hanya menegaskan unsur berita bohong yang dapat 

menimbulkan kerugian bagi konsumen. 

Secara leksikal, berita bohong merupakan suatu informasi yang tidak sesuai 

sehingga tidak dapat dipercaya dan tidak sesuai dengan kenyataan. Informasi ini dapat 

merugikan konsumen dalam transaksi non tunai yang kemudian menjadi substansi Pasal 

28 ayat (1) juncto Pasal 45A ayat (1) UU Perubahan ITE9. Meskipun ayat ini tidak secara 

khusus menjelaskan penipuan, tetapi sangat komprehensif dalam semua aspek perilaku. 

Pengaturan perbuatan atau peristiwa informasi dan transaksi elektronik UU ITE beserta 

perubahannya merupakan bentuk regulasi siber pertama di Indonesia. Meski begitu, 

ketentuan Pasal 28 ayat (1) juncto Pasal 45A ayat (1) UU Perubahan ITE memiliki 

kelemahan jika dikaitkan dengan perlindungan konsumen mengenai pembayaran akibat 

QRIS palsu yaitu substansi Pasal 28 ayat (1) juncto Pasal 45A ayat (1) UU Perubahan ITE 

berfokus pada informasi yang tidak tepat dan tidak sesuai dalam transaksi digital.  

Praktik mengenai ketentuan Pasal 28 ayat (1) juncto Pasal 45A ayat (1) UU 

Perubahan ITE sejatinya dapat dicontohkan dengan adanya spesifikasi antara informasi 

pada barang dengan barang yang telah dibeli dalam transaksi digital. Hal ini sejatinya 

menegaskan bahwa ketentuan Pasal 28 ayat (1) juncto Pasal 45A ayat (1) UU Perubahan 

ITE belum mampu untuk menanggulangi adanya kerugian konsumen atas pembayaran 

akibat QRIS palsu diatur peraturan pelaksana melalui Peraturan Pemerintah Nomor 82 

Tahun 2012 tentang Penyelenggaraan Sistem dan Transaksi Elektronik (PP PSTE) yang 

telah mengatur mengenai penyelenggara elektronik sertifikasi, penyelengara sistem 

elektronik, penyelenggara agen elektronik, hingga tanda tangan elektronik. Peraturan 

tentang pengoperasian sistem elektronik untuk memastikan bahwa setiap bagian dan 

integrasi seluruh sistem elektronik bekerja dengan baik. Komponen sistem elektronik 

antara lain meliputi perangkat lunak, tenaga ahli, perangkat keras, keamanan, dan 

administrasi10. Transaksi elektronik yang dilakukan oleh para pihak harus dilakukan 

dengan itikad baik, sesuai dengan prinsip transparansi, tanggung jawab, kewajaran, dan 

kehatihatian. Transaksi elektronik dapat dilakukan berdasarkan kontrak elektronik atau 

bentuk kontrak lainnya.  

Kepastian hukum layanan perbankan melalui pembayaran non-tunai dengan sistem 

QRIS dapat diwujudkan dengan adanya sosialisasi dan pelatihan yang masif kepada 

masyarakat. Sosialisasi, pelatihan, hingga pemahaman mengenai penggunaan QRIS 

beserta risikonya perlu diberdayakan pada masyarakat umum karena bagaimana pun 

transaksi digital merupakan fenomena global yang sudah memasyarakat sehingga 

masyarakat wajib paham mengenai sistem QRIS beserta risikonya. Pemahaman 

masyarakat yang baik terkait sistem QRIS beserta risikonya akan meningkatkan kesadaran 

                                                 
9
 Muhammad Aswin Anas, A. Yunus, M. M. Athallariq Gio, and N. Wulandari, 2021. “Optimalisasi Penegakan 

Hukum Terhadap Penyebaran Berita Bohong tentang Vaksinasi,” Amanna Gappa. 
10

 Asnawi, “Kesiapan Indonesia Membangun Ekonomi Digital Di Era Revolusi Industri 4.0,” J. Ilmu Indonesia., 

2022 
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hukum masyarakat mengenai transaksi digital. Kesadaran hukum yang tinggi terkait 

transaksi digital oleh masyarakat diperlukan setidaknya ditinjau dari dua aspek, yaitu 

aspek transaksi dan potensi ancamannya. Kesadaran hukum yang tinggi masyarakat 

mengenai transaksi digital berpotensi membuat masyarakat memahami langkah-langkah 

transaksi digital sehingga lebih berhati-hati. Kesadaran hukum masyarakat terkait potensi 

ancaman dalam transaksi digital dimaksudkan supaya potensi ancaman dapat diantisipasi 

dan diminimalisasi. 
 

D. PENUTUP 

Perlindungan hukum preventif terkait transaksi digital melalui sistem QRIS 

dilakukan dengan adanya pemahaman dan penyadaran bagi masyarakat terkait tata cara 

menggunakan sistem QRIS dalam bertransaksi termasuk dengan potensi tindak pidana. 

Perlindungan hukum represif dilakukan dengan adanya pengembangan tertentu oleh 

aparat penegak hukum supaya siap dan sigap dalam menghadapi adanya tindak pidana 

transaksi digital yang memanfaatkan sistem QRIS. Selain itu, apabila sistem QRIS yang 

bermasalah secara internal, maka perlu diatur pertanggungjawaban pembuat atau 

penerbit sistem QRIS atas kerugian yang ditimbulkan. Menerapkan Undang-Undang ITE 

kepada pelaku yang melakukan penipuan terhadap konsumen dalam bertransaksi 

menggunakan QRIS 
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